What does it mean for employers now that the “No-Match” Rule was rescinded?

In 2007 the Department of Homeland Security issued a “no-match rule”, under which, the receipt of a no-match letter from the Social Security Administration (SSA) would have been sufficient to establish the requisite knowledge (i.e., “constructive knowledge”) of undocumented status for employer liability under the Immigration Reform and Control Act (IRCA) unless the employer followed specific procedures set forth in the rule (the “safe harbor” provisions).

Effective November 6, 2009, the 2007 DHS “no match rule” was rescinded. With the rescission of the No-Match Rule, the regulations no longer contain the specific steps the employer must take after receiving a no-match letter. However, employers are still liable under IRCA for having actual knowledge or constructive knowledge of employing someone not authorized to work in the United States. Moreover, employers must still take affirmative steps to resolve a discrepancy in social security mismatches.

In rescinding the rule, DHS did not clarify the legal status of no-match letters. A no-match letter may be an immigration document or it may be just a wage-reporting document. It may be evidence that a worker is employed illegally or it may not depending on the circumstances. Employers still face discrimination lawsuits for being overly zealous in complying with their obligations under the immigration laws and face civil and criminal sanctions for not being zealous enough.

With the withdrawal of the no-match rule, law-abiding employers continue to face challenges in complying with the immigration laws relating to unauthorized employment. Fraud is rampant. Government agencies have different ideas about, and give different directions concerning, important practical questions; and it appears that further guidance will not be forthcoming any time soon. The best an employer can do now is to adopt a cautious and consistent policy of responding to suspicious circumstances by investigating and making employment decisions based on the facts as it finds them during the investigation.
What do you mean “constructive knowledge” that an employee is not authorized to work in the United States?

Section 274A of Title 8 of the Code of Federal Regulations defines an Employer’s constructive knowledge as:

(i) Fails to complete or improperly completes the Employment Eligibility Verification Form, I-9;

(ii) Has information available to it that would indicate that the alien is not authorized to work, such as Labor Certification and/or an Application for Prospective Employer; or

(iii) Acts with reckless and wanton disregard for the legal consequences of permitting another individual to introduce an unauthorized alien into its work force or to act on its behalf.

In determining whether an employer has knowledge, the “totality of the circumstances” standard is used and the examples in the regulation are not exclusive.

What does DHS mean by “totality of the circumstances” when it talks about enforcement factors?

When the DHS rescinded the Social Security “no-match” regulation they noted that the receipt of a no-match letter “when considered with other probative evidence, is a factor that may be considered in the totality of the circumstances and may in certain situations support a finding of ‘constructive knowledge’” on the part of an employer of an employee’s lack of employment authorization. The totality of the circumstances includes, among other things:

1. An employer’s receipt of a no-match letter;
2. The nature of the employer’s response to the no-match letter;
3. Statements made or actions taken by the employee;
4. Information received from credible sources and the employer’s response.

What do I do if I receive a No-Match Letter from the Social Security Administration?

It is unclear if the SSA, which stopped issuing no-match letters to employers during the pending litigation over the now rescinded “no-match rule” (employee no-match letters were still sent), will resume doing so and if so, when. If SSA begins reissuing no-match letters this winter, employers will ignore them at great risk. ICE enforcement officials and plaintiff lawyers bringing immigration-related RICO lawsuits routinely seek no-match letters and related personnel documents in their efforts to establish that employers had constructive knowledge they were
hiring unauthorized workers. Employers should consider taking certain practical steps when they receive no-match letters, including the following:

1. **Establish Company Policy and Apply it Consistently.**
   Establish and implement a written policy and procedure for responding to no-match letters and for maintaining records of your response to mismatch letters. **However, you must be careful to apply the policy consistently to all employees in order to avoid claims of discrimination.**

2. **Verify Your Records.**
   Compare the employee’s SSN with your records. If your records do not match the W-4 form, then correct the W-4 form and report the correction to the SSA. Maintain copies of correspondence submitting corrected information to the SSA.

3. **Notify the Employee of the Discrepancy.**
   If checking your records shows you have been reporting the number as provided by the employee, then inform the employee that the SSA has notified you of the problem and that he or she must resolve it with the SSA. Tell the employee to report the correct information to you once it has been resolved with the SSA.

4. **Confirm your Instructions in Writing.**
   Write a letter directing the employee to resolve the issue with the SSA and asking the employee to provide updated information. Also provide the company’s written no-match policy. Place copies of the letters in the employee’s personnel file. Maintain a list of the names of employees who received the written instructions. Remember, you must continue to pay payroll taxes for each employee, regardless of any mismatch.

5. **Do Not Terminate an Employee Just Because They Get a No Match Letter.**
   Employers should never assume an employee with a reported mismatch is an undocumented immigrant, and should never fire an employee because of a no-match letter. By the same token, employers cannot ignore information they receive when following up on mismatches and must act in a reasonably prompt and prudent manner following receipt of such information to attempt to resolve the issue.

   Remember that there are good reasons for a no-match and suspicious ones: Did the employee provide a good reason for the discrepancy? Was there a name change that was not recorded properly? Is the employee’s name difficult to spell? Was a number transposed in the documents submitted to SSA? Has there been an intervening immigration-related proceeding that resulted in a name change?

   If an employee returns with an entirely different social security number but the same name, this should be a red flag. The SSA usually issues one number to an individual over a lifetime; In extremely limited circumstances related to domestic violence or identity theft the SSA will issue a different number. Similarly, an employee who presents a social security card that has the
social security number previously provided but a completely different name should also be a red flag. In these circumstances the employer should inquire about the name and/or social security number change and request documentation showing how/why the change. For example, was there an immigration proceeding such as naturalization resulting in a name change? Was there a court order for a name change? Was there a request to the SSA for a new number?

6. Give Employees a Reasonable Amount of Time to Resolve the Problem.
There is no specific number as to how many days to give an employee to resolve the issue. Keep in mind that dealing with the bureaucracy of the social security administration is not a quick process. Consideration should be given to suspending the employee without pay or termination after an employee has had enough time to correct the problem and fails to do so or shows up on more than one no-match letter.

Documentation of any action taken or not taken against an employee should be maintained in his/her personnel file. A self-imposed 90-day window to resolve the problem is probably a reasonable amount of time. A shorter period is also acceptable, provided that an employer allows for a reasonable extension of time as warranted by the facts and circumstances.

What does the IRS have to do with enforcing immigration laws?

Under the IRCA employers must ensure they employ only authorized workers in the U.S. Employers are required to report wages annually for each employee on W-2s. Social Security Administration (SSA) processes W-2s as an agent of the IRS. SSA sends processed W-2s to IRS including employer and employee data. Each W-2 record contains an indicator that tells the IRS whether the name/SSN matches SSA’s records.

SSA has no enforcement authority, but IRS does in the form of “desktop audit raids”. The desktop audit raid is basically a series of IRS audit letters informing employers of inaccurate or omitted SSNs. Under Internal Revenue Code (IRC) §6721, the IRS may impose a $50 penalty for each inaccurate W-2 (up to $250,000) unless the employer shows reasonable cause for the inaccuracy. If the violation is deemed “willful”, the fine is either $100 for each violation or 10 percent of the amount per violation, whichever is greater. IRS has been able to do this for a while, but they didn’t…until now.

Treasury regulations provide for waivers of the penalties if employers can show they took necessary steps to avoid the inaccuracy. Once employers receive notice from the IRS of a no-match they must show they made annual requests to the employees for the correct social security numbers. What’s important is that the employer makes a request, or repeats a request. If the employer does, he/she has performed due diligence and has reasonable cause to believe the SSN is correct. If the employer does not, he/she could become subject to fines.
What are Notices of Inspections (NOI’s)?

The NOI’s are issued by the Immigration Customs and Enforcement (ICE). They basically tell employers ICE will be inspecting their hiring records to determine whether they are complying with employment eligibility and verification laws and regulations. The NOI’s usually allow a 72-hour period before the actual workplace inspection of the requested documents. Indeed, an employer should request such a period of time to produce the requested documents if not indicated in the NOI’s.

While we do not read the regulations as requiring the employer to turn over the original I-9s to ICE for inspection at the agency’s office, ICE is now becoming more adamant about taking the originals to their offices and threatening employers with a court order and stiff sanctions if they do not comply. Federal regulations state that “At the time of inspection, Forms I-9 must be made available in their original paper, electronic form, a paper copy of the electronic form, or on microfilm or microfiche at the location where the request for production was made.” (8 CFR 274a.2(b)(2). The regulation goes on to state, “Inspections may be performed at an office of an authorized agency of the United States.” While inspection of original I-9s at the employer’s location has always been expected, employers that receive an NOI must now be prepared to have ICE insist on taking the documents off-site for inspection.

Another recent trend is that U.S. Department of Labor (DOL) agents have been requesting to inspect copies of I-9s as part of their routine field compliance audits, pursuant to a mutuality agreement in effect between the DOL and ICE. DOL’s request should be considered a NOI with the same 72-hour notice period. Generally, however, only a sample of three I-9 Forms are being requested during such inspections.

On July 1, 2009, ICE launched a new audit initiative issuing 652 NOI’s to businesses. According to an ICE press release this act “illustrates ICE’s increased focus on holding employers accountable for their hiring practices and efforts to ensure a legal workforce.” ICE has identified “form I-9 audits as the most important administrative tool in building criminal cases and bringing employers into compliance with the law.” On November 19, 2009 ICE announced the issuance of NOI’s to 1,000 employers across the country associated with critical infrastructure. According to ICE the businesses were selected for the audits as a result of investigative leads and intelligence, and their connection to public safety and national security.

Employers are advised to perform their own internal audit of I-9 Forms for all current employees to ensure they are complete in every respect. Compliant I-9 Forms can result in avoidance of costly record-keeping violations under Federal immigration laws, but do not ensure that an employee is ultimately, legally-authorized. So far The Saqui Law Group clients involved in these inspection have been directed to terminate anywhere from 50%-95% of their workforces.
What Is E-Verify?

E-Verify is a web-based system operated by the Department of Homeland Security (DHS) and the Social Security Administration (SSA) allowing employers to electronically verify the employment eligibility of potential employees. It is not to be used for current employees. E-Verify is currently a voluntary initiative except in certain states that require it, and employers awarded federal contracts as of September 8, 2009.

DHS believes “E-Verify addresses data inaccuracies that can result in No-Match letters in a more timely manner and provides a more robust tool for identifying unauthorized individuals and combating illegal employment.” Homeland Security Secretary Janet Napolitano is now pushing for E-Verify across the board, as she did while Governor of Arizona.

Although DHS is pushing hard for E-Verify, it recognizes that E-Verify may not be appropriate for all employers, especially those in agriculture. “To the extent that agricultural employers are located in rural areas that are not well served with modern internet capability, employers may…comply with the employer verification requirements of the Immigration and Nationality Act by carefully examining the identification and employment eligibility documents presented by the employee at the time of hire.” (Federal Register, Volume 74, No. 193 (Oct. 7, 2009), p. 51450, 3rd col-p. 51451, 1st col.).

The biggest problem with E-Verify is that it’s based on SSA’s inaccurate records. SSA estimates that 17.8 million (or 4.1 percent) of its records contain discrepancies related to name, date of birth, or citizenship status, with 12.7 million of those records pertaining to U.S. citizens. That means E-Verify will erroneously tell you that 1 in 26 of your legal workforce is not actually legal.

However, an improved version of E-Verify becoming mandatory for all employers seems inevitable considering the steps Congress has already taken.

The 2010 appropriations bill provides $5.4 billion to fund DHS’s employment verification activities. Employers interested in finding out more information on the Federal E-Verify Program may go to the U.S. Customs and Immigration Service website at www.uscis.gov/E-Verify or simply log onto “E-Verify” on your computer server for general information.

What do I do if I get a letter from EDD or the Department of Child Support Services (DCSS) that makes me question an employee’s social security number?

The classic situation is this: Employer gets an unemployment insurance (UI) claim or a child support wage garnishment for a person the employer has never employed. However, the claimant’s or the garnishee’s Social Security number (SSN) is the same SSN as one of his
current employees. What is the employer to do? Employers should handle these types of situations the same as when dealing with a Social Security Administration no-match letter. Also, bear in mind that a California employer may be required to provide such documentation to a law enforcement or taxing agency pursuant to Civil Code Section 1799.1 (b).

**What is the Social Security Number Verification Service (SSNVS)?**

The Social Security Number Verification Service (SSNVS) is a free online system provided by the Social Security Administration (SSA). The Telephone Number Employer Verification (TNEV) is the same service but just via telephone. SSA will verify SSNs and names solely to ensure that the records of current or former employees are correct for the purpose of completing Internal Revenue Service (IRS) Form W-2 (Wage and Tax Statement).

It is illegal to use the SSNVS/TNEV to verify SSNs of potential new hires or contractors or in the preparation of tax returns. SSNVS requires that a person register on behalf of the company. After registering the employer will receive an activation code required for accessing SSNVS. Only the employee registered with SSNVS will be able to access SSNVS.

Third-party use of SSNVS is strictly limited to organizations that contract with employers to either handle the wage reporting responsibilities or perform an administrative function directly related to annual wage reporting responsibilities of hired employees. For detailed information on SSNVS go to [http://www.ssa.gov/employer/ssnv.htm](http://www.ssa.gov/employer/ssnv.htm). For information on TNEV go to [http://www.ssa.gov/bsa/documents/TNEV.pdf](http://www.ssa.gov/bsa/documents/TNEV.pdf).

**Can I verify my employee’s Social Security number by phone?**

No. As of November 1, 2009, verification can no longer be done over the phone without the employer registering for the online Social Security Number Verification Service (SSNVS). The Telephone Number Employer Verification (TNEV) is the same service but just via telephone. SSNVS and TNEV are free of charge. Employees registering on behalf of the company will need to disclose private information to the SSA (DOB, SSN). However, the information the employee would have to disclose to the SSA to register for SSNV and TNEV would be information that the SSA already has for that individual (social security number, date of birth). An employee would not be able to make a claim against the employer for an unwarranted disclosure of private information to a third party. SSA already has the information regardless of whether or not the employee registers on behalf of the company.

If the company decides to register for SSNVS/TNEV it should take some precautionary measures to ensure that the employee registering on behalf of the company will only use the verification system according to company policy and procedures. For example, the company could develop an acknowledgement and agreement form for the employee to sign.
Can an employer use third party companies to verify social security numbers for wage reporting purposes?

Yes. However, third-party use of SSNVS is strictly limited to organizations that contract with employers to either handle the wage reporting responsibilities or perform an administrative function directly related to annual wage reporting responsibilities of hired employees. It is illegal for companies conducting identity verification or background checks for employers to use SSNVS.

Some payroll services verify social security numbers for wage reporting purposes for a nominal fee (around $12 per employee). If an employer wants to use a third-party to verify social security numbers, it must make sure that the third-party is an organization that contracts with employers to either handle the wage reporting responsibilities or perform an administrative function directly related to annual wage reporting responsibilities of hired employees.